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Last Modified: 6 July 2018
This website is owned by Personal Strengths Publishing, Inc. (collectively “PSP,” “we,” “our,” or
us”). We recognize the importance of protecting the information collected from individuals
(“you”) who use our services, visit our websites, or otherwise, mteract with PSP, d take \
reasonable steps to maintain the security, |ntegr|ty, and\ prlvacy of any info mat| \ \

accordance with this Privacy Policy. \ N \

\ \ N\ \ \
\ \ \ \
\ \ \ \

Definitions A Q0 \ \
\‘_ \.\ \ \‘\ \
*“Assessment” means an mstrument questlonnalre or mVentory, such\as the.Stren
Deployment Inventory:(“SDI*) that is completed:by Respondents for the ﬁréparatlon Rep ts
orto provide information about a'Respondent to the Respondent P.SP or RSP Customgrs \

U.

*“Certified Facilitator” means an\individual who has successf-uﬂfcompteted one ofbur A\
certification programs that can administer:an Assessnmnf to. Respondents and mterprets t\e
Reports or other output .generated by PSP to prov.ld'e feedback to the Respondent(s) about the

contents of the Respondent’s Reports. :’0‘ ;_ AN 3 ,\
. X X ;

e “Customer” means an |nd|v1dual,vbu-s'|ness or other entity that purchases PSP’s Products or
Services, or with which PSP hasa cﬁtractual relationship to provide, Products or Services.

' \

”le
*“Non-Personal Informatwn means information such as'|P address, dewce mformatlon cookie
data, or other sess.lo‘n data that cannot lead to an identifiable |nd|V|duaI

*“Personal Information” means information such.as name, email address, ‘mailing address,
telephone number, billing‘information; and accaunt information; that is necessary for providing
or receiving Products or/Services of PSP.

*“Platform” means the offerings that we currently provide, such as Core Strengths and TotalSDI,
and those that we may develop in the future.

*“Products and Services” means the products and services promoted, sold, or available for sale
by PSP, such as our Assessments and Reports.

*“Reports” means an analysis of the responses provided in connection with an Assessment,
which reflects a Respondent’s responses to an Assessment. Reports may be dynamically
displayed in our platforms, or statically displayed in print or electronic form.

*“Respondent” means an individual who takes, will take, or has taken an Assessment.

*“Sender” means an individual who invites a respondent to complete an Assessment and who
has access to the Reports generated about the Respondent.

*“Website” means this Website and any others owned and operated by PSP.
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What Information We Collect

If you visit our Website, we collect Non-Personal Information that is provided to us by your
browser and through our log files. We may record some of this dataiin one\or mare coakies tha
we send to your browser\(see “Cookies and Other Technologlek")

If you register or create an account, we requn*e that you prowde certaln Perskgal Information .- \
during account registration. We collect your name contact mformatlon and xask you fcfﬁ
other optional information, such as a\photo.or’an evaluat|on \ N \ \

If you complete-an Assessment, we collect your name, contact mformatlon Assefsﬁn\ \ \
responses, session data, and otherinformation.you may choose t0\prOV|de Or associate

your account. ‘ X

If you choose to receive marketing communications, we may.eéllect mformatlon on the q<an

rate and whether/a specific individual has clicked on aAmk' \ o7 NN

If you are a Customer or other business contact, we may coIIect youl' name and cher Qontact
information-in the regular.course of our lnté;f’gctlon with-you. \ \ 3
\

If you interact with third parties rggardmg our Productsor Serwces wemay F‘ecelve
information about you, such as frorﬁCustomers websites where we, advertlse busmess

\

partners, and service proyid-ers ‘ \
o

Our Policy Towards.Chlldren Children under 18 are not permitted to use the Web5|te or our
Platform without'the consent of a parent or guardian.

How We Use the Information We Collect

To facilitate the use of our Platform, we use session data to enhance navigation, to avoid
requesting identity information when the visitor moves from page to page, and in general to
enhance the quality of our Platform. We may uselaggregated session data to better understand
how our Platform is navigated, as well as the types of browsers and computer operating
systems that our visitors use, and the IP addresses of the visitors.

In connection with Assessments, we use the responses to an Assessment to score the
Assessment and to generate Reports and other data related to the Respondent. We may
combine data from multiple Respondents; combine Respondent data with our general research
data; or compare or associate Respondent data with other Respondent data.

For security purposes, we may use |IP addresses-and session data to ensure a secure connection,
to diagnose problems with our servers, and to administer our Websites and Platforms.

For marketing purposes, we may use email or other contact information to send marketing
communications and will always provide an unsubscribe option.
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How We Share the Information We Collect

Customers: If you take an Assessment sponsored by a Customer, that Customer may receive

Reports based on'the Assessment you ook |n order to prowde you Mth re evant\p\rod\}x\s an\s\ o
services. _ \ A", -\
Service providers: We may engage service prowders to perform functlons and'provide servi es.

to us,-such as customer relationship\management, contract management order\wlflllment

hosting and maintenance, database storage‘and n'tanagement busméss analytics, .and \ \
marketing. Pursuant to written agreements between PSP and these serwce promd'@ ea )Yf \
these service providers-only has access to,the mformatlon necessary to fqlfrll its. obligation t

PSP. Providers are not permitted to use the information. for any purpQSes other than those

directed by PSP, and are required to act in a manner consrstent{glth the prlnuples outlm din

this Privacy Policy: \ \ \ \\

Foreign Distributors or Partners, we may prowde mfdr?natlon to our dlstrrbutors or partners in
foreign markets to improve the Products or@er\nces provided, ‘and the use qf such\lnformanon

is in accordance with the/principles of thls-Prﬁacy Poliey. '\

\ \ \

Mergers & Acquisition; Bankrupt,&;a;we may disclose; share or transfer some or all of our
Customers’ information tg ot With'the apprapriate entity in preparatlon of the transactnon as
part of the due dlllgenqe or after the transaction has been finalized, soithat the successor entity
can continue prowdl’ng our services to our Customers. \

Law Enforcement; Litigation, certain federal, state, local, or other governrnent regulations may
require that we disclose-information-that we hold. \We will use reasonable-efforts to disclose
only the information required under applicable law in response to a valid court order, warrant,
or subpoena.

To defend or enforce our rights, PSP may use information to protect itself, to prevent
fraudulent activity, or where it is otherwise necessary to pursue available remedies. If a
Customer neglects to pay amounts due and owed to PSP, PSP may send that Customer’s name,
contact information, and account information to a third-party'service provider for collection of
overdue payments.

Cookies and Other Technologies

Most websites, including ours, use a browser feature to set a small file called a “cookie” on your
computer’s browser. The website placing the cookie can then recognize that browser when you
revisit the site to allow automatic login and track how you are using the site. You have the right
to block cookies by configuring your browser’s preferences or settings to stop accepting cookies,
or prompt you before accepting a cookie from a:website that you visit.
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How We Store and Protect Your Information

We retain your Personal Information for as long as your account remains active or for as long as
you continue to do business with us. Thereafter, we may retain Assessment responses and
other data for as'long as the informationis, needed for'our research,\statlsv;\cal analysis; produc
development, or other commercial purposes, \ )\ \ \

We follow generaIIy accepted industry standards to protect Personal Informat n, b&h dLﬁ\ng \
transmission and once we receive it. We use admlnlstratlve phy5|cal and techn al me@surek»to

protect Personal Information from any unauthorlzed access, Ioss m|SUse d\sclos /e,,al'te\ratlo

or destruction. ' X \ \ \.

All data collected through our Platforms are transmltted securely OVer tr?’eplnternet using 25 blt
TLS encryption protocols or'better. The data are storéd on seclre s,ervers inan IS 270%*

certified data centers in Canada-and the European Economlc Aréa (EEA) \\

This‘'Website may link to websites that are operated tﬁ;t‘hrrd partles Because such wébsrte s\are
not operated by PSP, they are not/subject to this.Privacy Po||cy\ We recommend that you read
the privacy statements that are postedion tﬁfgse third-party websrtes to understand their
proceduresfor collecting, using, and djscl'osmg personal mformatron \ \ \\

.0 : -

EU General Data Prote,c.ti‘on Regulation (”GDPR") Policy -\
..0 )

S \\
P \ \

The GDPRis a set-oT‘reguIations coming into effect on'May 25, 2018 that'enhances the date
privacy rights of EU individuals. PSP is committed'to upholding GDPR compliance among our
Products and Services. >

We have updated our internal policies and external contracts to ensure compliance with the
GDPR prior to the official launch. PSP processes personal data'on the following legal bases: (1)
with your consent; (2) as necessary to provide our Products and Services; and (3) as necessary
for our legitimate interests in providing the Products.and Services where those interests do not
override your fundamental rights and freedom related to data privacy. PSP has put in place
safeguards to protect personal privacy and individual choice, including disclosures of its data
processing activities and the use of consent mechanisms.

Right to lodge a complaint, Customer or others that interact with PSP that reside in the EEA or
Switzerland have the right to lodge a complaint about our data collection and processing actions
with the supervisory authority concerned. The contact details for data protection authorities are
available here.

Transfers, Personal Information we collect may be transferred to, and stored and processed in,
the United States or any other country in which we or our affiliates or subcontractors maintain
facilities. Upon the start of enforcement of the General Data Protection Regulation (GDPR), we
will ensure that transfers of Personal Informatioh to a third country or an international
organization are subject to appropriate safeguards as described in Article 46 of the GDPR.


http://ec.europa.eu/justice/article-29/structure/data-protection-authorities/index_en.htm

VPSP Privacy Statement
ANy AR W

Individual Rights, if you are a resident of the EEA or Switzerland, you are entitled to the
following rights once the GDPR becomes effective. Please note, that in order to verify your

identity, we may:require youto provide us W|th personal |nf0(mat|on pr|0\to accessing any
records containing.information\.about.you. \ N CC\ E"\ \
ac

The right to access and correction, you have the rlght to request\eccesé to, a of our \
personal data at no charge, as well'as certain lnformation about our procEssmg ctl ies w

respectto your data. You have the right to requeét correctlon or completlon of your pe\r onal\ \
data if it is inaccurate or incomplete. You have the rlght to restrlct our proceSsmg’ﬁyou contest

the accuracy of the data'we hold about you, for as Iong as |t\take5\to vehfy its accura y

The right to request data-erasure, you have the:right to have your data e%sed from ob& \
Platform if the data is no longer necessary for the purpose for wrhrch it was ooIIected yo
withdraw consent.and no other legal.basis for processmg eerts %r you iqelleve your\ \
fundamental rights to data privacy and protection ouﬁgelgh our Iegltlmate lnterest in\

continuing the processing. \ N \ \

The right to objectto our processing, you. h‘&?e the right to ObJth to profllmg or other
processing/if your legitimate.interests outwelgh the legitimate mterests of PSP and so long as it
does not interfere with a task carhe% out for reasons of public mterest \

Data breach notification: mllcy, PSP-will follow all-applicable rules and regulatlons of the GDPR,
along with gwdanceoand instruction from the applicable data protectlon\authorltles in handling,
responding, and resolvmg a data breach.

Data governance obligations, PSP has established procedures for periodically verifying
implementation of and compliance with the GDPR Principles. PSP.conducts ongoing
assessments of our data-protection practices to verify the attestations-and assertions of our
privacy practices are have been implemented properly.

Privacy by Design, PSP has implemented various technical\and organizational measures to
protect and minimize the amount and use of personal data we receive. We have designed our
systems and processes to ensure the necessary safeguards of data protection are met.

Details of staff training and competence, PSP has trained all necessary staff on the privacy
regulations in effect and have appointed a global Data Protection Officer to administer the data
governance framework globally.
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EU-U.S. AND SWISS-U.S. PRIVACY SHIELD POLICY

When PSP, Inc, (hereafter, “PSP” or “we”) transfer personal information from the European
Economic Area (“EEA”) and Switzerland to the United States, we comply with the EU-U.S. and
Swiss-U.S. Privacy Shield Framework as set forth by the U.S. Department of Commerce \
regarding the collection, use, and retention of personal data transferred from the EEA and ook
Switzerland to the United States, respectively. If there is any conflict between the terms in this | .° 22
Privacy Policy and the Privacy Shield, the Privacy Shield shall govern. PSP has certified to the U.S. \
Department of Commerce that it adheres to the Privacy Shield. To learn more about the Privacy

Shield program, and to view our certification, please visit: www.privacyshield.gov

/

PSP is subject to the investigatory and enforcement pQwers \of the Federai _Frade Commision. If \
PSP shares EU or Swiss data with a'third-party service prowder that praoce%es th%\data\sflely\o\
PSP’s behalf, then PSP will be liable for.that third party’s proces%amg of EU and Swiss dat \%

violation of the Privacy Shield, unless-PSP can prove that |t,ts hot respoﬁ§|ble for the\event iving

70 \, N
rise to-the damage. —55 X ,\ N \\ \\

PSP’s Privacy Policy, above, describes the type.s of personal daté PSP collects, the types of third
parties to which we disclose personal da.ta afhd the purposes for\Nhlch we do\ so. Re§|dents of
the EEA and Switzerland may. have‘Ehé rlght to access the personal data that PSP holds about

in violation of the Prlvacy’g"neld These access rights may not apply, lncludlngwhefe the burden
or expense of prodemg access'would be disproportionate to the risks to.the md|V|duaI S privacy
in the case in quéstion, or where the rights of persons other than the mdnudual ‘would be

violated. ‘,\

If you would like to request access to, correction, amendment, or'deletion of your personal
data, you can submit a ‘request to privacy@coréstrengths.com. We may request specific
information from you to confirm your identity.

PSP, Inc. provides choices and means for individuals to limit the use and disclosure of their
personal data. Individuals are‘provided with information regarding'the purpose for which
personal data is being collected, how it will be used, and the third parties, if any, that would
receive personal data. PSP, Inc. also provides a mechanism for registered account holders to
delete their account and all associated personal-data upon request.

PSP, Inc. will only process personal data in a manner compatible with the purpose that it was
collected for. PSP, Inc. maintains reasonable procedures to ensure that EU and Swiss personal
data is reliable for its intended use, accurate, complete, and current.

Under certain circumstances, we may be required to disclose your EU or Swiss personal data in
response to lawful requests by public authorities, including to meet national security or law
enforcement requirements.



http://www.privacyshield.gov/
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For any questions or complaints regarding our compliance with the Privacy Shield Framework,
please contact us at: privacy@corestrengths.com. If PSP, Inc. does not resolve your complaint,
you may submit your complaint free of charge to https://www.jamsadr.com/file-an-eu-us-
privacy-shield-claim PSP, Inc’s designated independent dispute resolution provider. Under
certain conditions specified by the principles of the EU-U.S. and Swiss-U.S. Privacy Shield

Framework, you may also be able to invoke _binding arbit\ration\to resplve your complaint. \
Changes to this Privacy Policy \/ N/ NV \\ Sorest\ \
\ | v X \ \. Lot o \
We may change this Privacy Policy from time to time. We will post these chénges in tHé policy
and suggest you revisit periodically to'stay informed'of any\changes. \
X X \“;\ s ?"0 \‘
Contact Us | N\ 4~ \A BB \ \
If you have any questions about this Privacy Policy, orxpe.ed a55|stance aCcessmg, moCLfymg\or
closing your account, please contactius. o 2 \ N \\ \
'-“3 R \\\ \.\\ '\\ \\ \\
Personal Strengths Publishing, Inc. (PSP) /2 N "r\ \ e
2701 Loker Ave. West, Suite 250 R \ ' b S SR o
Carlsbad, CA 92010 - \ N
United States‘of Amerlca.é : : X \.\
Email: prlvacy@CoreStrengths com \

Phone: +1-760-602-0086

Global Data Protection Officer
Tim Scudder, PhD

Personal Strengths Publishing, Inc.
2701 Loker Ave. West

Carlsbad, CA 92008

United States of America

Email: privacy@CoreStrengths.com

GDPR EEA Representative

Simon Gallon

Personal Strengths (UK) Ltd.

60 Queen Street

Stamford, Lincs. PE9 1QS

United Kingdom

Email: privacy@CoreStrengths.com



https://www.jamsadr.com/file-an-eu-us-privacy-shield-claim
https://www.jamsadr.com/file-an-eu-us-privacy-shield-claim

